
Features Benefits
Scenario Selection Choose from a range of scenarios to improve awareness of changing risks.

Recipient Control You select who should or should not be included in the testing program.

Regular Testing Quarterly phishing tests scheduled around your business needs.

Reporting A standard quarterly report which identifies areas for improvement.

Information Security Led Your report will be presented at a meeting by one of our Security team.

Smart Whitelisting
We will manage the changes to your filtering and security protection to 
allow tests to be undertaken.

Supporting Education
Education conditions employees to behave more securely in the event of 
an attack.
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Cyber Secure          
Managed Phishing   
Six Degrees Group is a leading hosting and managed services provider to the UK mid-market. 
The company specialises in delivering application performance management, monitoring, 
reporting and security, deployed on hybrid public/private cloud platforms of innovation.  
Everything Six Degrees does is underpinned by its data centres, data network and voice 
switching infrastructure.

Why do I need Cyber Secure Managed Phishing?

Modern phishing emails are sophisticated, comprehensively planned and often able to beat even 
the most advanced spam filters.  They use social engineering to encourage users to click on 
malicious links and carry out money transfers that cost businesses financial, operational and 
reputational damage.  The most effective way to protect your business from phishing attacks is 
by educating your users. 

What is 6DG Capital Support’s Cyber Secure Managed Phishing?

Six Degrees Capital Support can improve user awareness and behavioural response through our 
Cyber Secure Managed Phishing service. 

Delivered as a managed service and delivered in partnership with phish’d, Six Degrees Capital 
Support will manage all aspects of:

 •  the delivery of a controlled quarterly phishing attack, 

 • the collection and correlation of data to support staff education and 

 • the presentation of information in a concise format

All of the abovementioned items will allow you to track improvement over time.

The Cyber Secure Managed Phishing service can be adopted as a stand-alone service or as part 
of a larger deployment of 6DG Capital Support’s managed services and support.  The table below 
shows the key features and benefits:

What is Phishing?
Phishing emails are sent by cybercriminals. 
They are designed to closely resemble 
legitimate emails, and their aim is to steal 
confidential information.  Phishing emails 
aren’t trying to sell prescription drugs 
through suspect online vendors – most 
users are now able to spot and delete these, 
even if they occasionally find their way 
through email filters.

Instead, phishing emails mask themselves 
as messages from organisations such as 
banks and online stores, and try to convince 
users – through various means of 
persuasion – to reveal confidential 
information.

Let us help you
Cyber Secure Managed Phishing is just 
one solution from our compelling product 
portfolio structured and designed to 
solve your business security needs. With 
incredible support from our passionate 
in-house engineers alongside an 
innovative offering to create the solution 
that you need, we will be happy to help.

CALL

020 7858 4935

EMAIL

connect@6dg.co.uk


